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Mask Set Errata for Mask 2N22J, 0P36C

This report applies to mask 2N22J, and 0P36C for these products:

• KEA64

Errata ID Errata Title

6946 Core: A debugger write to the I/O port might be corrupted during a processor write

6945 Core: Processor executing at HardFault priority might enter Lockup state if an NMI occurs during a
waited debugger transaction

6484 FTM: The process of clearing the FTMx_SC[TOF] bit does not work as expected under a certain
condition when the FTM counter reaches FTM_MOD value.

6749 I2C: The I2C_C1[MST] bit is not automatically cleared when arbitration is lost

7331 IO: High current drive pins not in high-Z state during power up

7914 PIT: After enabling the Periodic Interrupt Timer (PIT) clock gate, an attempt to immediately enable the
PIT module may not be successful.

Table 1. 

e6946: Core: A debugger write to the I/O port might be corrupted 
during a processor write

Errata type: Errata

Description: A debugger can perform memory accesses through the Cortex-M0+ processor bus matrix while
the processor is running.

Because of this erratum, a debugger write to the I/O port might be corrupted if it occurs while the processor is
executing a write. The processor write completes successfully. However, under specific timing conditions, the
matrix might incorrectly replace the debugger write data with the value zero.

This erratum does not affect debugger writes outside the I/O port region of the memory map, or debugger reads.

Conditions:

The following timing-specific conditions must all be met:

• The processor is running (not halted in Debug state).

• The debugger performs a write within the I/O port region of the memory map.

• The processor performs a write. Implications:

The debugger might corrupt the targeted memory or configure the targeted device incorrectly.

Workaround: The debugger can work around this erratum by halting the processor in Debug state before
performing writes to the I/O port region of the memory map.
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e6945: Core: Processor executing at HardFault priority might enter 
Lockup state if an NMI occurs during a waited debugger transaction

Errata type: Errata

Description: A debugger can perform memory accesses through the Cortex-M0+ processor bus matrix while
the processor is running.

Because of this erratum, the processor might erroneously enter Lockup state if a debugger- initiated access
on the AHB-Lite master port is subject to wait states while the processor is running, executing at HardFault
priority and taking a Non Maskable Interrupt (NMI). Under very specific timing conditions, the processor might
incorrectly stack a ReturnAddress of 0xFFFFFFFE on NMI entry. On NMI return, the processor unstacks the
incorrectly stacked ReturnAddress and enters Lockup state at HardFault priority.

Conditions:

The following timing-specific conditions must all be met:

• The processor is running (not halted in Debug state) and is executing at HardFault priority.
• The processor executes a single-cycle instruction at a word-aligned address.
• The debugger performs an access through the AHB-Lite master port that is subject to wait states.
• An NMI becomes pending. Implications:

The processor stops executing the code in the HardFault handler and enters Lockup state at HardFault priority 
as if a fault had occurred.

Workaround: The debugger can work around this erratum by halting the processor in Debug state before 
performing accesses outside the Private Peripheral Bus (PPB) region of the memory map.

e6484: FTM: The process of clearing the FTMx_SC[TOF] bit does
not work as expected under a certain condition when the FTM counter 
reaches FTM_MOD value.

Errata type: Errata

Description: The process of clearing the TOF bit does not work as expected when FTMx_CONF[NUMTOF] != 
0 and the current TOF count is less than FTMx_CONF[NUMTOF], if the FTM counter reaches the FTM_MOD 
value between the reading of the TOF bit and the writing of 0 to the TOF bit. If the above condition is met, the 
TOF bit remains set, and if the TOF interrupt is enabled (FTMx_SC[TOIE] = 1), the TOF interrupt also remains 
asserted.

Workaround: Two possible workarounds exist for this erratum and the decision on which one to use is based 
on the requirements of your particular application.

1. Repeat the clearing sequence mechanism until the TOF bit is cleared.

Below is a pseudo-code snippet that would need to be included in the TOF interrupt routine. while
(FTM_SC[TOF]!=0)

{

void FTM_SC() ; // Read SC register FTM_SC[TOF]=0 ; // Write 0 to TOF bit

}
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2. With FTMx_CONF[TOFNUM] = 0 and a variable in the software, count the number of times that the TOF bit
is set. In the TOF interrupt routine, clear the TOF bit and increment the variable that counts the number of
times that the TOF bit was set.

e6749: I2C: The I2C_C1[MST] bit is not automatically cleared when 
arbitration is lost

Errata type: Errata

Description: When the I2C module is used as a master device and loses bus arbitration, it correctly switches 
to be a slave device. The I2C_C1[MST] bit is not automatically cleared when this occurs but it does correctly 
operate as a slave.

Workaround: When the I2C module has been configured as a master device and the I2C_S[ARB] bit is set, 
indicating arbitration has been lost, the I2C_C1[MST] bit must be cleared by software before the I2C_S[ARB] bit 
is cleared.

e7331: IO: High current drive pins not in high-Z state during power up

Errata type: Errata

Description: The high current drive pins on the chip are unexpectedly driven low for a short period during
power up. All other I/O pins are high impedance. The issue happens only before VDD reaches the power-on
reset voltage. After power up the normal I/O functions on the high current drive pins are not impacted.

Workaround: Use one or more combination of the following methods to avoid possible issues:

• Use high current drive pins as current source for LED connection, but keep total IDD < 120mA (refer to device
data sheet for IDD)

• Configure the corresponding Flextimer channel output polarity as active high which are muxed with high
current drive pins

• Use high current drive pins with NPN transistor (active high) to drive relays
• Keep VDD ramp-up time greater than or equal to 1KV/s and less than or equal to 10KVs to disable LED and/

or driver action during power up

e7914: PIT: After enabling the Periodic Interrupt Timer (PIT) clock gate, an 
attempt to immediately enable the PIT module may not be successful.

Errata type: Errata

Description: If a write to the PIT module enable bit (PIT_MCR[MDIS]) occurs within two bus clock cycles of
enabling the PIT clock gate in the SIM_CG register, the write will be ignored and the PIT will fail to enable.

Workaround: Insert a read of the PIT_MCR register before writing to the PIT_MCR register. This guarantees a
minimum delay of two bus clocks to guarantee the write is not ignored.
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Draft — A draft status on a document indicates that the content is still
under internal review and subject to formal approval, which may result
in modifications or additions. NXP Semiconductors does not give any
representations or warranties as to the accuracy or completeness of
information included in a draft version of a document and shall have no
liability for the consequences of use of such information.

Disclaimers
Limited warranty and liability — Information in this document is believed
to be accurate and reliable. However, NXP Semiconductors does not give
any representations or warranties, expressed or implied, as to the accuracy
or completeness of such information and shall have no liability for the
consequences of use of such information. NXP Semiconductors takes no
responsibility for the content in this document if provided by an information
source outside of NXP Semiconductors.

In no event shall NXP Semiconductors be liable for any indirect, incidental,
punitive, special or consequential damages (including - without limitation -
lost profits, lost savings, business interruption, costs related to the removal or
replacement of any products or rework charges) whether or not such damages
are based on tort (including negligence), warranty, breach of contract or any
other legal theory.

Notwithstanding any damages that customer might incur for any reason
whatsoever, NXP Semiconductors’ aggregate and cumulative liability towards
customer for the products described herein shall be limited in accordance with
the Terms and conditions of commercial sale of NXP Semiconductors.

Right to make changes — NXP Semiconductors reserves the right to make
changes to information published in this document, including without limitation
specifications and product descriptions, at any time and without notice. This
document supersedes and replaces all information supplied prior to the
publication hereof.

Suitability for use — NXP Semiconductors products are not designed,
authorized or warranted to be suitable for use in life support, life-critical
or safety-critical systems or equipment, nor in applications where failure or
malfunction of an NXP Semiconductors product can reasonably be expected
to result in personal injury, death or severe property or environmental damage.
NXP Semiconductors and its suppliers accept no liability for inclusion and/or
use of NXP Semiconductors products in such equipment or applications and
therefore such inclusion and/or use is at the customer’s own risk.

Applications — Applications that are described herein for any of these
products are for illustrative purposes only. NXP Semiconductors makes no
representation or warranty that such applications will be suitable for the
specified use without further testing or modification.

Customers are responsible for the design and operation of their applications
and products using NXP Semiconductors products, and NXP Semiconductors
accepts no liability for any assistance with applications or customer product
design. It is customer’s sole responsibility to determine whether the NXP
Semiconductors product is suitable and fit for the customer’s applications and
products planned, as well as for the planned application and use of customer’s
third party customer(s). Customers should provide appropriate design and
operating safeguards to minimize the risks associated with their applications
and products.

NXP Semiconductors does not accept any liability related to any default,
damage, costs or problem which is based on any weakness or default in the
customer’s applications or products, or the application or use by customer’s
third party customer(s). Customer is responsible for doing all necessary testing
for the customer’s applications and products using NXP Semiconductors
products in order to avoid a default of the applications and the products or of the
application or use by customer’s third party customer(s). NXP does not accept
any liability in this respect.

Terms and conditions of commercial sale — NXP Semiconductors products
are sold subject to the general terms and conditions of commercial sale,
as published at http://www.nxp.com/profile/terms, unless otherwise agreed
in a valid written individual agreement. In case an individual agreement
is concluded only the terms and conditions of the respective agreement
shall apply. NXP Semiconductors hereby expressly objects to applying the
customer’s general terms and conditions with regard to the purchase of NXP
Semiconductors products by customer.

Suitability for use in automotive applications — This NXP product has been
qualified for use in automotive applications. If this product is used by customer
in the development of, or for incorporation into, products or services (a)
used in safety critical applications or (b) in which failure could lead to death,
personal injury, or severe physical or environmental damage (such products
and services hereinafter referred to as “Critical Applications”), then customer
makes the ultimate design decisions regarding its products and is solely
responsible for compliance with all legal, regulatory, safety, and security
related requirements concerning its products, regardless of any information
or support that may be provided by NXP. As such, customer assumes all risk
related to use of any products in Critical Applications and NXP and its suppliers
shall not be liable for any such use by customer. Accordingly, customer will
indemnify and hold NXP harmless from any claims, liabilities, damages and
associated costs and expenses (including attorneys’ fees) that NXP may incur
related to customer’s incorporation of any product in a Critical Application.

Export control — This document as well as the item(s) described herein may be
subject to export control regulations. Export might require a prior authorization
from competent authorities.
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Translations — A non-English (translated) version of a document, including 
the legal information in that document, is for reference only. The English 
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Security — Customer understands that all NXP products may be subject to 
unidentified vulnerabilities or may support established security standards or 
specifications with known limitations. Customer is responsible for the design 
and operation of its applications and products throughout their lifecycles
to reduce the effect of these vulnerabilities on customer’s applications
and products. Customer’s responsibility also extends to other open and/or 
proprietary technologies supported by NXP products for use in customer’s 
applications. NXP accepts no liability for any vulnerability. Customer should 
regularly check security updates from NXP and follow up appropriately.

Customer shall select products with security features that best meet rules, 
regulations, and standards of the intended application and make the 
ultimate design decisions regarding its products and is solely responsible 
for compliance with all legal, regulatory, and security related requirements 
concerning its products, regardless of any information or support that may be 
provided by NXP.

NXP has a Product Security Incident Response Team (PSIRT) (reachable 
at PSIRT@nxp.com) that manages the investigation, reporting, and solution 
release to security vulnerabilities of NXP products.

NXP B.V. — NXP B.V. is not an operating company and it does not distribute 

or sell products.
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