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The EdgeLock A30 is a ready-to-use, Common Criteria EAL 6+ certified secure authenticator
that includes advanced security mechanisms, including AVA_VAN.5, with symmetric and
asymmetric crypto. It has an I²C target for easy connection to MCUs/MPUs and scales quickly to
high volumes, so manufacturers can quickly deliver IoT devices and accessories. The EdgeLock
A30 meets the need for secure accessory and device authentication in a range of markets,
while also satisfying new and upcoming regulatory requirements for security, protection and
sustainability, including Digital Product Passport.
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View additional information for EdgeLock® A30 Secure Authenticator.
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